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**Social Engineering – Study Notes (CompTIA A+ 1102, Domain 2 – Security)**

**1. Introduction to Social Engineering**

* Social engineering involves a variety of **malicious activities based on human interaction**.
* These attacks exploit **psychological manipulation** rather than technical vulnerabilities.
* While most are non-technical, some include technology-enabled attacks such as:
  + **Phishing**
  + **Spear phishing**
  + **Whaling**
* The **focus is on human influence methods**, not the technical tools used.
* The goal is to **persuade a human target to make a mistake**, which can compromise a system.

**2. Effectiveness of Social Engineering**

* Social engineering is highly effective and **bypasses technical defenses** by targeting the human element.
* **Example**: A user clicking a malicious link in a spear phishing email effectively bypasses:
  + Firewalls
  + Unified Threat Management (UTM) systems
* **Real-world implication**: Even with advanced security hardware, **socially engineered behavior** can still allow intrusions.

**3. Physical Security Compromise**

* Even the best **biometric or RFID locks** can be rendered ineffective if:
  + An employee unknowingly allows someone to **piggyback** behind them during access.
* Social engineering **extends beyond digital tactics** and applies to physical access as well.

**4. Learning Focus for This Section**

* Emphasis is on **real-world social engineering techniques** that technicians or users may encounter.
* This section targets:
  + **Objective 2.4**: Summarize malware types and tools/methods for detection, removal, prevention.
  + **Objective 2.5**: Compare and contrast common **social engineering attacks**, threats, and vulnerabilities.

**Types of Social Engineering Attacks**

**5. Phishing**

* Most commonly used social engineering tactic.
* Exploits trust via **email, links, or attachments** to trick users into revealing data or credentials.

**6. Phishing Variants**

* **Spear Phishing**: Targeted phishing aimed at a specific individual or organization.
* **Whaling**: Phishing attacks targeting **executives or high-profile individuals**.
* **Smishing**: Phishing through **SMS or text messages**.
* **Vishing**: Phishing using **voice calls** or voicemails.
* **Business Email Compromise (BEC)**: Attacker gains access to or impersonates a **corporate email** to steal information or money.
* **QR Code Phishing**: Malicious QR codes redirect users to **malicious websites or downloads**.

**7. Anti-Phishing Campaigns**

* Organizations can simulate phishing attacks to **train employees** and strengthen awareness.
* Demonstration shows how to run **internal phishing campaigns** as part of anti-phishing education.

**8. Dangerous Spam**

* Spam can pose significant risks to **corporate networks**, especially when they contain:
  + Malicious links
  + Malicious attachments
  + Fraudulent messaging

**9. Impersonation**

* A **classic social engineering tactic** involving the attacker pretending to be a trusted figure (e.g., IT staff, vendor).
* Can be combined with **pretexting** (fabricated story or scenario) to **extract sensitive information**.

**10. Demonstration: Impersonation + Pretexting**

* Demonstration outlines how attackers **blend impersonation and storytelling** to gain access or collect info on an organization.

**11. Physical Social Engineering Techniques**

* **Tailgating**: Unauthorized person follows an authorized user into a secure area without their consent.
* **Piggybacking**: Similar to tailgating but involves **consent or cooperation** (usually tricked).
* **Shoulder Surfing**: Observing someone’s screen or keyboard to **steal credentials or sensitive info**.
* **Eavesdropping**: Listening in on **conversations** to gather information.
* **Dumpster Diving**: Searching through **discarded documents** for confidential or valuable data.

**12. Evil Twin Attacks**

* A **technical variant** of social engineering.
* Involves setting up a **fraudulent Wi-Fi access point** that mimics a legitimate one.
* Victims connect and unknowingly transmit **sensitive data** to the attacker.

**13. Combating Social Engineering**

* Best defenses include a combination of:
  + **Software-based firewalls** to block malicious connections.
  + **User education** and training to recognize and resist manipulation attempts.

**14. Summary and Readiness**

* Understanding social engineering is crucial in modern security environments.
* Focus on **recognizing attack techniques**, training users, and applying **layered defenses** to protect systems and personnel.
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